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CIS Use Only User ID________________________
1. _________________________________________________
  UM ID# or SSN: ______-_____-_______

    Last Name
(print)

First Name

Middle

2.  Department: ________________________________ Campus: ____________
Phone: _____________

3.  Job title __________________________________________     Email ___________________________

4.  My status:  (circle one)
Staff

Faculty
 
Administrator

Student
Other

5.  This is a request to: _____ Create a new account 



______ Modify my account (acct name ___________________)        

______ Remove this account (acct name __________________)

6. I need Banner access in order to: _________________________________________________________

____________________________________________________________________________________

7. I have read the CIS computer ethics statement attached to this form and agree to abide by the policies outlined therein.

Applicant Signature: __________________________________
Date  _____________________

[image: image2.bmp]NOTE:  For access to Banner Finance data, you must complete the other side of this form also 
8. Authorization

As departmental representative, I approve the access requested by the above employee on both sides of this form.  If the user of the above computing account leaves this department, I will notify CIS so that the account may be removed.

______________________________________       _______________

______________

Signature of Immediate Supervisor 

     Date


Phone

9.   Route to Banner Systems Coordinator – Lodge Room 236
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Banner Security Profile: _____________________________________________________

Exceptions to Profile: _______________________________________________________

Signature of Banner Systems Coordinator _____________________________
Date _________________


CIS USE ONLY

Trainer Certification: _____________________________________      Date:___________________

Implemented by: ________________________________________     Date: __________________   

Notified by: ____________________________________________     Date: __________________ 

CIS Use Only User ID________________________


Statement of Computer Ethics

Please retain this page for your reference!

An account on a central computer gives you the privilege of accessing information, resources, and computing power. This privilege carries with it certain responsibilities.  Abuse of computing resources is a serious offense for which you may lose computing privileges and may be subject to disciplinary action by the University.  The following list gives some guidelines regarding ethical use of computer systems.  For additional information or clarification of these guidelines, please contact the CIS User Services Staff (call 243-5455)

· Information stored in a computer is no different from information appearing in print or in someone’s personal possession.  Therefore, please apply normal standards of academic ethics and polite conduct to their use of computing services, including respect of privacy.

· Do not encroach on others’ use of the computer.  The most obvious examples are attempts to modify the system or cause it to crash.  Less obvious are such things as tying up computer resources for excessive game playing or trivial applications, using excessive amounts of permanent file space, running grossly inefficient programs where efficient ones are available, wasting the time of other users by trying to link to their jobs, or interrupting others while they’re working.

· Do not try to access the private files of others even if those files are unprotected.  Browsing through someone’s files is not ethically different from browsing through someone’s desk or notebook.  Using another’s program or procedure without permission is equivalent to plagiarism.  Even reading another’s program without permission is at least an invasion of privacy, and equivalent to unauthorized use of research equipment.  Users who need information should request it formally from its owner or from persons responsible for its maintenance.

· The computing facilities of the University are limited and should be used wisely and carefully.  Computer services allocated to individuals through their user accounts should be respected by all as private and valuable property for academic pursuits.

· You are responsible for your own area.  Make certain that there is no unauthorized use of your area by others.  Guard your password and if you suspect someone knows it, change it immediately.. When you are working with another user, it is polite to look away while that person types his or her password.

· Certain central computer accounts allow you to access wide-area networks, which provide electronic mail for communicating with users at other sites and other services, such as transferring files among various computer systems throughout the country and the world.  All guidelines outlined above apply to the use of computer networks; each network may have additional guidelines that you are expected to follow.  For example, BITNET is not to be used for commercial purposes (such as selling software).

Departments:  Please complete this section 


Banner Finance Access





Functional Role: (Pick as many as needed depending on duties performed)


__ Budget Journals Entry		 __Journal Voucher Entry 	__ Requisition Entry	


__ Purchase Order Entry 		 __Invoice Entry	  __Departmental Charge Entry 	 __ Query 	       


__ Other ____________________________________________


(Additional Forms and/or Processes)





Supervisor approval:


For the transaction types marked above, this person is authorized to enter transactions for:


_____ all funds and orgs for this department  	OR      _____ is limited to the following:





Index ________   Fund_________   Org _________


Index ________   Fund _________  Org _________


Index ________   Fund _________  Org _________


Index ________   Fund _________  Org _________�
Index ________   Fund _________  Org _________


Index ________   Fund _________  Org _________


Index ________   Fund _________  Org _________


Index ________   Fund _________  Org _________�
�



Supervisor Signature: ____________________________________________ Date: __________________





If there are any questions regarding the completion of this side, please call Business Services - Systems Administration at x4123.  Be sure to complete items 1-9 on the opposite side of this form.








DBA/Systems Use Only


Security Classes:





___BASE		 ___Accounting1 	___Accounting2 		___Accounting3        	 


___Purchasing1 	___Purchasing2 	___Payables1	           		___Payables2		 ___Travel


___Grants1 		___Grants2		 ___Grants – Pre-Award       	___Budget1		 ___Budget2 


___Fixed Assets	___Treasury	 	___Bank Reconciler 	           	___Vendor Maintenance


___Dept. Acctg	___Dept. Purch	___Dept. Pay	          		___Dept. Budget   


_________________________________________________________________________





Business Services:


Accountant: Please indicate below the fund types and orgs that you authorize for this user


Fund Type ______________  Org _______________


Fund Type ______________  Org _______________


Fund Type ______________  Org _______________


Fund Type ______________  Org _______________�
Fund Type _______________  Org _______________


Fund Type _______________  Org _______________


Fund Type _______________  Org _______________


Fund Type _______________  Org _______________�
�



__________________________________		______________


Signature of Accounting Supervisor		Date		





__________________________________ 		______________


Signature of BS/Systems Security 			Date








Banner Account Request Form
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