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Meeting Notes from IdM Strategy Discussion on January 16, 2009
Attendees:

FHDA



SGHE

Chien Shih


Lori Mauthe
Tom Roza


Damon Cody
Joe Lampo


Rob Bailey
Kathy Kyne

Key points discussed:

· Banner will be the authoritative source for identity access and management

· Three options for the IdM solution are under consideration:

1. Utilize the SunOne IdM solution with the Luminis LDAP  -  may be too risky

2. Utilize a “hybrid” of SunOne IdM and Luminis

3. Utilize existing, baseline Luminis Identity provisioning and access management and Banner Role-based security approach and techniques, under which Banner data is the authoritative source for identity data.
· FHDA would like to proceed with Option #3

· FHDA wanted to better understand the approach for Option #3, in particular:
1. How will this achieve SSO for Banner Finance, eLearning systems, Calendar and email via Luminis Channels?
2. How can FHDA continue to support their current SunOne LDAP solution once this new solution is implemented?

3. How will the IdM solution be incorporated into the existing implementation plans for Banner Finance?
· Given the desire to implement both a short-term and longer-term solution, it would be most effective to conduct an Identity and Access Management workshop that would enable a comprehensive articulation of a strategy, approach and plans to satisfy this objective.

· SGHE confirmed that implementing the existing Luminis/Banner IdM/security model would be appropriate for the Luminis/Banner Finance go live in July.

· Additionally, two other models were identified for consideration for a “longer-term” solution:
1. CAS Model developed at Yale University

2. Web ISO Protocol
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Meeting Notes from IdM Strategy Discussion on January 16, 2009 (cont.)
· FHDA indicated that they agreed to proceeding with Identity and Access Management (IAM) workshop the week of February 16th, with the following caveats:
1. Existing efforts to prepare for the Finance/Luminis go live must continue apace – that is, we can’t wait for the results of the workshop to proceed with this effort
2. The direction that FHDA wants to proceed with for the above has been defined, should be clear to all and need not be “re-hashed” during the workshop

3. Deliverables from the workshop would include adjustments to and confirmation of any remaining effort required to implement the IdM solution for the July go live, along with suggested options for a long-range solution to enable FHDA to migrate from their current “Plus state’ which utilizes the SunOne solution with LDAP for wireless connectivity to a future “Banner/Luminis state” for security, with detailed roadmaps for any proposed options.
· SGHE will be reviewing the existing plans in place for identity management, integration, data migration (in particular the General Person aspects) for the July go live.  We will make any necessary adjustments and present an implementation plan to FHDA by January 30th that addresses both the SGHE services and also the effort required of the FHDA staff.  (Between “now” and January 30th, FHDA should be focused on attending the Data Integration Consulting session, obtaining consensus on Data Standards and increasing their knowledge of the General Person domain).  The FHDA plan will include milestones and specific tasks to be completed prior to and in preparation for the workshop, along with high-level tasks (which may be further adjusted and refined as a result of the workshop) required to implement the envisioned solution for the July go live. This will include, but may not be limited to the following:
1. Training for FHDA staff for all necessary elements for implementing the identity solution

2. Tasks necessary to identify, migrate, manage and synchronize person-related data required to support the identity solution

3. Implementation and any necessary configuration changes to the SGHE software needed to support the solution

4. Guidance on how to prepare user documentation for access and login to Luminis and Banner Finance and Banner Finance Self Service
5. Guidance on how best to develop and execute a communication plan to the user community to “broadcast” new system capabilities and access
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