FHDA Technology Security Incidents

Number of Incidents

January February [March April May June July August |[September |October [November |December
2010 1 2 3 3 4 1 2 5 4 2 1 2
2011 5 4 7 6 3 0 3 5 5 5 6 4
2012 10 2 1 4
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Technology Security Incident Tracking
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Type of Incident

2010 Number of Incidents 2011 Number of Incidents

Server Security Compromise

Stolen Computer/Device (on Campus)

Stolen Computer/Device (off Campus)

Copyright Violation Notice from Third Party

Confiscation of Staff Computing Equipment

Other Computing Device Compromise

Unauthorized Network router,hub,AP

Law Enforcement Agency request for Info

Inappropriate use ofComputer or Network resources
Physical Security Breach

Confidental information Accesed,Exposed, Compromised
Sensitive Information Accessed, Exposed, Compromised
Phishing (email, social engineering, etc)

Identified Software in use to obtain info or copyrighted materials ille
Denial of Service Attack

Mistakenly identified as an incident
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